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The Personal Information Protection and Electronic Documents Act (“PIPEDA”), together with a few 
select pieces of provincial legislation,2 (collectively, “Canadian Privacy Legislation”) govern the 
collection, use, and disclosure of personal information held by private sector organizations. Canadian 
Privacy Legislation can have a significant impact on cross border business transactions involving personal 
information assets (“PIA”).  The impact of Canadian Privacy Legislation on cross-border business 
transactions can be broken down in four general areas: (i) pre-transaction due diligence and 
investigations; (ii) the structuring of the transaction; (iii) transaction specific issues such as purchase 
price, and representations, warranties and indemnities negotiated between the parties; and (iv) post-
closing issues.  While the majority of this article focuses on the impact of PIPEDA on pre-transaction due 
diligence and investigations that arise in the context of a merger, acquisition, or amalgamation of a 
Canadian organization by a foreign entity, a brief discussion of the impact of PIPEDA on the three 
remaining areas is also included.

(a) Pre-Transaction Due Diligence and Investigations

Prior to the disclosure of any personal information to a purchaser or third party, including advisors, the 
parties first need to determine: (i) what Canadian federal and provincial privacy laws affect the target 
business; (ii) any industry specific or other privacy policies and codes the target business is obligated or 
with which it has voluntarily chosen to comply; and, (iii) any contractual obligations the target must 
adhere.  To make this determination, one must not only understand the Canadian Privacy Legislation 
applicable to the specific instance, but also review internal privacy policies, privacy policies circulated 
externally to customers and third-party service providers, and privacy policies pertaining to the collection 
of personal information on-line and posted on the business’ website.3  

In addition to the foregoing, the parties must consider: 

1) How personal information held by the target business was acquired, whether appropriate consents 
were obtained for the current use, and for the use the acquirer intends to make of the personal 
information post-transaction, and whether there exists contractual obligations and restriction 
pertaining to the collection, use, and disclosure of the personal information;

2) If third-party service providers (e.g. information management companies) have access to personal 
information held by the target company, whether there are sufficient contractual provisions in place to 
ensure the security of such information and whether such third parties are in compliance with the 
relevant contractual provisions;

3) Whether there are any encumbrances on the business that could affect PIA, including whether PIA 
have been put up as security for financing; and4

4) Whether there are, or have been, any complaints, or incidences that could result in a complaint, that 
have been made regarding the handling of the personal information.

Without completing the foregoing pre-transaction due diligence, the purchaser will not be aware of 
(i) what PIA can be transferred to the purchaser; (ii) what consents, if any, will have to be obtained; 
(iii) what, and with whom, PIA can be shared; and (iv) what restrictions must be placed on any of the 
foregoing areas of disclosure, and any subsequent use of the desired PIA, by the purchaser.  



Provincial private sector privacy laws, can add additional elements to the pre-transaction considerations.  
Alberta and British Columbia’s private sector privacy legislation, both entitled the Personal Information 
Protection Act (“PIPA”) place further limitations on what information can be disclosed to a purchaser 
during the pre-transactional due diligence stages of a business transaction, and require the purchaser and 
target business to enter into a ‘confidentiality’ agreement prior to any such disclosure.  

(b) Structure of the Transaction
Where the resources required to obtain the requisite consents from individuals to whom the PIA being 
purchased relates are substantial, a share purchase or debt financing with options for shares, as opposed to 
a direct purchase of the PIA, may be a more appropriate structure for the transaction as the purchaser 
would arguably not need to obtain the consent of the individuals to whom the PIA relates.5  

However, utilizing a share purchase is not without issues.6  Contracts containing ‘change of control’ 
provisions would still require the consents of the individuals to whom the desired PIA relate. Further, as 
with all share purchases, the purchaser would be assuming the target business’ liabilities associated with
the mishandling of the PIA (in addition to all other non-PIA liabilities).  

There are potentially other business structures available to manage and limit the risk associated with 
‘unclean’ PIA.  

(c) Transaction Specific

Once the structure of the deal is settled, the parties will need to address a number of transaction specific 
issues.  First, the parties will have to attribute a value to the PIA by taking into account the results from 
the due diligence discussed above.  Second, the parties will have to determine what consents, if any, need 
to be obtained and how such consents will be acquired.  Thirdly, the parties will need to determine the 
representations, warranties, and indemnities that will be included in the agreement.  Finally, the parties 
will need to determine what, if any, public disclosure will be required concerning the acquisition of the 
PIA; specifically, where one or both of the parties is a public company there may be obligations to 
disclose the risks involved in purchasing or selling the PIA in public disclosure documents.  

(d) Post-Transaction Issues
Once the transaction is complete, the purchasing company will need to address: (i) legal requirements to 
notify individuals on whom personal information was transferred that the transaction has taken place and 
that their personal information has been disclosed7; (ii) which privacy policies and procedures will govern 
the PIA; (iii) the training of employees (both old and new) regarding such privacy policies; (iv) the 
appointment of a chief privacy officer or the equivalent; and (v) the dissemination of any new privacy 
policies and privacy officer contact information to all individuals, employees, and third parties to whom 
the PIA relate or who may come in contact with such PIA.

CONCLUSION:

The application of PIPEDA to foreign entities wishing to acquire a Canadian organization can be 
significant and requires careful consideration.  This article has attempted to illustrate some of the issues 
foreign entities must address both during and after the transaction.  In addition to the foregoing, foreign 
entities must also be aware of two potentially dangerous pitfalls that face foreign entities operating in 
Canada.

For more information on this topic, or any other legal topic relating to corporate or technology law, please 
do not hesitate to contact the author, Paige Backman, at 416.865.7700 or pbackman@airdberlis.com.
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